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Audit Team and Management
Audit Team
Brenda Nelson, MBA, CISA, Audit Manager
Tammy Brakey, Senior Internal Auditor
Anthony Kournianos, CFE, Internal Auditor
Matthew Cullinen, Internal Auditor

Audit Management
Chris Harding, County Auditor, CPA, CFE, CIA
Richard Jaussi, Chief Deputy Auditor, MBA
Roswell Rogers, Senior Advisor
Shawna Ahlborn, Audit Division Administrator

Audit Committee
Marty Van Wagoner, CPA, MBA

The audit team consisted of 
experienced professionals who 
ensured thorough examination 
and reasonable assurance of 
compliance with audit standards.



About this Audit Report:

• The Audit of Criminal Justice Services Data Access and 
Protections reviewed the period January 1, adequate, to 
December 31, 2023.

• The objectives were to provide reasonable assurance 
that the internal controls in place are adequate and 
effective and data access and protections comply with 
applicable ordinances, policies, and procedures.

• The audit identified opportunities for improvement in 
operational effectiveness through strengthening 
processes for network and application access 
termination, surplusing hard drives, and ensuring 
consistent data entry.

• Criminal Justice Services agreed to 10 of 12 
recommendations.



Key Audit 
Findings



Opportunity to 
Improve Data 
Quality
CJS internal policy required 
results be entered into the 
case management system. 



Opportunity to 
Improve Data 
Quality
CJS internal policy required 
results be entered into the 
case management system. 



Audit Risk 
Ratings



The Importance of 
Clear Internal Policies

• Define expectations for staff and 
auditors

• Provide a basis for compliance 
reviews

• Unwritten exceptions can’t be 
audited

• Well-documented policies streamline 
operations and audits



Opportunity to Improve Network Security
When employees terminate, agencies submit a service request to the Information Technology Division 
(IT) to revoke the employee’s network access.



Opportunity to Improve Application Security



Recommendations for Improvement
We recommended to Management the following:

Enhanced internal policies and 
procedures for revoking employee 
network access upon termination

Enhanced internal policies and 
procedures for revoking employee 

access to applications upon 
termination

Updates to internal policies to clarify 
requirements for entering in case 

notes



Audit Posted on 
Auditor’s Website

https://www.saltlakecounty.gov/auditor/audit-services-
division/audit-reports/



THANK
YOU
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